
EN DATA PRIVACY, DATA PROTECTION, DATA GOVERNANCE Y COMPLIANCE, 

LPDP, GDPR Y EL DPO. INFOSEC Y CYBERSEC, ANONIMATO, PERFILAMIENTO, 

IDENTIDAD Y EVIDENCIA DIGITAL 
 

Mail de contacto:  datalab@derecho.uba.ar johannafaliero@derecho.uba.ar 

 

Programa abreviado: 

El Curso Independiente en “Actualización en Data Privacy, Data Protection, Data Governance 

y Compliance, LPDP, GDPR y el DPO. Infosec y Cybersec, Anonimato, Perfilamiento, Identidad 

y Evidencia Digital” se compone de un total de 20 (veinte) módulos temáticos, los que serán 

abordados integralmente en clases correspondientes de la cursada de forma interdisciplinar, 

complementaria e interconectada. 

 

Módulo I: Introducción. Conceptos. La privacidad. La intimidad. La protección de datos 

personales. La seguridad de datos. Data Governance. Compliance.  

Módulo II: Los datos, los metadatos y la información.  

Módulo III: El derecho de autodeterminación informativa.  

Módulo IV: Las Bases de Datos y la Ley de Protección de Datos Personales. La LPDP y el RGPD 

de la UE.  

Módulo V: Data governance.  

Módulo VI: Data Compliance.  

Módulo VII: “Delegado de Protección de Datos” (DPO).  

Módulo VIII: Técnicas implementadas de privacidad y anonimización y Herramientas de 

privacidad de clase mundial.  

Módulo IX: La supresión de datos. Concepto. Datos caducos. Privacidad aplicada en la 

cancelación de datos. Derecho al olvido y al olvido digital. Eutanasia Digital. Testamento 

digital.  

Módulo X: Datos de gobierno y acceso a la información pública.  

Módulo XI: Responsabilidad y Daños en materia de Datos Personales.  

Módulo XII: La seguridad de datos.  

Módulo XIII: INFOSEC y Ciberseguridad. Incidentes de Ciberseguridad y Data Breaches / 

Seecurity Breaches.  
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Módulo XIV: Delitos informáticos. Ciberdelitos vs. Cibercrimen.  

Módulo XV: Problemáticas modernas en datos, privacidad y el Derecho al Anonimato.  

Módulo XVI: Identidad Digital.  

Módulo XVII: La evidencia digital desde lo jurídico.  

Módulo XVIII: La evidencia digital a la luz de la normativa vigente – análisis pormenorizado.  

Módulo XIX: La evidencia digital como herramienta de prevención jurídica y anticipación de 

daños.  

Módulo XX: La evidencia digital como objeto de la pericia informática.  

 

Modalidad de evaluación: 

-​ Sistema de evaluación: Aprobación y defensa de un “Trabajo Final Integrador” 

escrito modalidad Tesina. 

-​ Criterio seleccionado: Criterio numérico (0-10). 

-​ Requisitos de aprobación de cursada: 

o​ Cumplimiento y asistencia del 80% (ochenta por ciento) de cursada sincrónica 

y asincrónica. 

o​ Aprobación del “Trabajo Final Integrador” escrito, individual modalidad 

Tesina y su exposición oral. 

-​ Fechas de evaluación: 

o​ Fecha de entrega: La entrega del “Trabajo Final Integrador” escrito, individual 

modalidad Tesina se realiza el 23/06/2026. 

o​ Fecha de defensa: La exposición del “Trabajo Final Integrador” escrito, 

individual modalidad Tesina se realiza el 07/07/2026. 
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